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Abstract. Biometric methods are concerned with the measurement and evaluation of human physiological or behavioral
characteristics. During the last years, the economic relevance of the biometric industry and market has increased rap-
idly. Although public security projects have initiated the positive market development, future growth will be also
generated by private sector demand such as secure and convenient banking, payment applications etc.

The deployment of biometrics to machine readable travel documents such as passports provides citizens with first
experiences in biometric applications, thereby functioning as pioneer projects and market openers for other market
segments. For example, biometric passports will redefine the border control process in the future, and in the mid-
term, aviation security is another market segment that will contribute to the growth. To prepare for this business, the
industry must carefully analyze the market and meet the demand. This article assesses the economic relevance of
biometrics and discusses selected market segments.
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1. Biometrics and people

The objective of the present article is to describe
the economic relevance of biometric technologies
and to provide an overview of market segments and
business-oriented applications of biometric me-
thods.

Although biometrics are a very young technology,
they increasingly influence the security industry and
markets. Since 11 September 2001 public security
concerns have risen constantly, and the increase of
international terrorism can be observed in a world-
wide series of threats and attacks. To prevent and
fight terrorism, governments and authorities seek
to issue more secure identification documents, pro-
tect borders and monitor public places. This demand
for enhanced public security is served by the se-
curity industry and the biometrics industry in par-
ticular.

However, biometric technologies will play a signif-
icant role in private sector markets and convenient
driven applications as well.

What are biometrics? The term biometrics derives
from the Greek words “bios” (life) and “metron”
(measure). In a broader sense, biometrics can be
defined as the measurement of body characteristics,
in other words, biological statistics [1]. With this
meaning this term has been used in medicine, bi-
ology, agriculture and pharmacy. Criminal prosecu-
tion, forensics and police records have used pictures,
body height and finger prints for a long time [2].

However, the invention of automated technologies
to measure and evaluate physical or behavioral char-
acteristics of living organisms has given the word
a second meaning. Research on computer-based, au-
tomated recognition of physiological and behavio-
ral characteristics started in the 1960s, and the first
commercial application was installed in 1968 [3].
In the present article, the term “biometric technol-
ogies” refers to automated methods of recognizing
a person based on physiological or behavioral char-
acteristics [4].

Automated systems based on biometrics to recognize
persons enable fast, user-friendly and highly secure
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Fig 1. World Market Volume 2007–2012 [7]

Fig 2. European Market Volume 2007–2010 [8]

identification and verification processes. Among the
most-used biometric technologies are facial, finger-
print, iris, signature and voice recognition [5].

Since biometric methods take advantage of mostly un-
changeable characteristics, they are more reliable than
other methods of authorization such as PIN codes and
magnet stripe cards that are based on knowledge or
possession. Moreover, biometric characteristics can
neither be stolen nor transferred.

2. Biometrics and business

Biometric technologies are of particular business in-
terest because they are widely applicable, connect-
ed to major political and security-related interests and
have a strong interdependency with other security
technologies.

Forecasting the international and national biometric
markets turns out to be a difficult task, considering
the high diversity of analysis results in internation-
al studies. However, all market studies show that the
market has grown at an annual world market growth
of 30 to 60 % in the last few years [6]. As the mar-
ket has grown bigger now, the annual growth rate will
reduce to a level between 20 and 40 %. The follow-
ing chart illustrates the market expectations to 2010
(Fig 1):

Over the last decade, worldwide biometric revenues
have multiplied tenfold.

Following the world market, the European market is
also growing rapidly (Fig 2).

In the long term the private sector demand could even
exceed the demand in the public market segments,
considering the high number and diversity of poten-
tial private industry customers and consumers.

Despite the impressive market figures we have to bear
in mind that biometric products and solutions are
usually part of overall systems and combined with
other technologies that are necessary to exploit their
capabilities. For example, storage and processing
mediums such as data bases and smart cards are re-
quired to store the biometric data.  Radio Frequen-
cy Identification (RFID) supports the growth of the
biometric markets because it enables the contactless
transfer of biometric data.

3. Target market segments

3.1. Overview

The biometric market segments range from sovereign
applications such as identification documents to con-
sumer applications, e.g. laptop access with fingerprint
recognition. Depending on the market segment, the
use of biometrics can be security-driven or conven-
ience-driven. In real life, many applications will
combine both. For example, the laptop user prevents
the laptop from being used by others (security) but,
simultaneously, avoids memorizing user name and
password (convenience) [9].

Some of the most important future application fields
may be (Fig 3) [10].

Each market segment must be analyzed in detail to
learn how the demand is structured and how it can
be served by the industry. Two market segments -
border control and aviation - will be taken as exam-
ples to illustrate how biometrics influence certain
market segments.

Fig 3. Market segments of biometrics
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3.2. Market segment border control

The international deployment of biometrics to machine
readable travel documents enables new business for
the biometric industry worldwide. Following the in-
tegration of biometric data into passports and, in the
mid-term, ID cards, the use cases for these documents
in practice will change as well. Since the electronic
passport is the first internationally standardized travel
document in which biometrics are integrated, those
use cases that require passports will change the most.
Primarily, this is border control. Border authorities
want to know if the person at the border control point
is actually the one he or she claims to be, and whether
the passport is genuine or not. With the help of bio-
metric methods, the identity of a person crossing the
border can be verified by comparing an image cap-
tured in the very moment with the biometric data
stored on the passport.

Second, authorities may run the captured data against
data bases as far as this is permitted by national law.
For example, these could be visa registers or crime
records. But biometric border control is not only able
to increase security but also convenience. Registered
travelers whose biometric data is known by author-
ities will be processed faster than conventional trave-
lers.

These new concepts require sophisticated process re-
designs and initiate market segment growth for
the security industry. Depending on the individu-
al concept, control points have to be equipped with
document readers, biometric sensors, IT networks,
automated doors etc. Moreover, connection to na-
tional and international data bases must be estab-
lished and secured. As soon as biometric technolo-
gies are introduced into a certain process step at the
border, they will eventually change the border control
process far more than one could originally think.
Modern and innovative high technology approach-
es are crucial for border control. The combination
of electronic passports including biometric features,
appropriate control devices and integrated security
systems will be an integral part of the border con-
trol segment.

It is a good chance for business to take advantage of
this development, and governments may present
their countries as modern and technology-oriented
business locations.

In the European context, border protection becomes
particularly important since the control points between
the Schengen countries are not longer active. There-
fore, the protection of every single control point at

the EU border is vital for all member states. Any
member state’s security approach influences securi-
ty all over the European Union. If terrorists, crimi-
nals or illegal immigrants cannot be stopped at the
first point of entry, they have a free ride into the
European Union.

Vice versa, border control is no longer only the re-
sponsibility of individual countries to protect their own
citizens but implicates responsibility of the individ-
ual country towards all other member states. This
responsibility will be demanded by the member states
from each other and does include the new member
states in Eastern Europe. As soon as Lithuania en-
ters the Schengen area, the country will also have
to assume this responsibility.

3.3. Market segment aviation

Aviation security will be among the market segments
that profit the most from pioneer projects in the field
of border security. Unlike land border control points,
air border control points are not located at a coun-
try’s geographical border but right at the airports.
Therefore, border security at airports goes along with
aviation security.

Airports are complex and vulnerable entities with a
high passenger and goods flow. Airlines and airports
have to show highest performance in short time spans.
The situation is even more complex because at air-
ports, public security interests are tied closely to
private security interests and responsibilities. Consid-
ering the various security activities, sovereign and
private responsibilities overlap at airports. Passengers
on international, Non-Schengen departures run through
a series of public and private security control points.
For example, security requirements for passengers
traveling to the United States have been increasing
constantly. Moreover, public authorities such as border
police often outsource responsibilities at airports to
private companies.

Both public authorities (e.g., border police) and pri-
vate actors (e.g., airport security personnel) must rely
on each other and cannot be successful without each
other. This makes the development of overall secu-
rity concepts inevitable. Aviation security can only
be maintained with a mix of activities by public and
private parties. In the long term, governments, air-
lines and airports must provide a holistic security
approach at air borders and airports to protect trade
and international tourism.

But again, customer convenience is as important
as security. All concepts must provide efficient,
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convenient and passenger-friendly approaches. This
overall approach must focus on the passenger clear-
ance process and include all process steps from check-
in and security checks to boarding. Furthermore, the
process must be interoperable for all involved airlines,
airports and other participants. These requirements
will support strong market segment growth because
the security industry is needed to support author-
ities, airlines and airport operators with process
redesign, equipment of airports and integration of
processes.

Although this might represent a hard challenge con-
sidering the different interest groups and their respon-
sibilities, it is supported by the success of biomet-
ric travel documents, particularly the passport. Once
sovereign border control at airports has introduced
processes based on electronic travel documents and
biometrics, private sector applications in the civil
aviation business will profit from these pioneer ap-
plications. Private parties such as airports and airlines
are likely to redesign their processes alike, and es-
tablish related applications.

Biometric methods will not substitute holistic secu-
rity and convenience concepts but may provide the
technological basis for those concepts and process
optimizations.

4. Perspectives

The first large-scale biometric projects in the public
sector will initiate strong growth of the biometric
markets and provide the chance to realize business
opportunities.

Furthermore, these public projects will act as mar-
ket openers and multiplicator projects for private
sector projects. Particularly, it is expected that the
worldwide introduction of electronic identification
documents will support the market penetration of
biometric technologies, particularly in the border
control and aviation market segments.

However, the market for convenience driven ap-
plications will accelerate as well. Eventually, we will
even see the market penetration of biometric meth-
ods in convenience-oriented consumer applications,
such as payment in supermarkets, controlling of house-
hold appliances, ticketing etc.

These developments are a business opportunity that
has to be taken by the industry in cooperation with
academic research.
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